The webinar details are below:

Event Title: The Human factor of Cyber Security  
Theme: “Do Your Part. #BeCyberSmart”  
Your participation: 20 min Zoom presentation; end of sessions questions  
Date: Tuesday October 27, 2020  
Time: 7:30 -9:15 AM Est | 7:30-8:00 Registration | 8:00-9:00 Presentation | 9:00 -9:15 Questions  
Attendance: 20 -70 individuals and organizations

Topics for Kirk Mooring

- Cybersecurity Awareness Month
- “Do Your Part. #BeCyberSmart”
- Stop think connect

Subject: Cybersecurity Awareness Month

“Do Your Part. #BeCyberSmart” Stop think connect

BlackWater Network Security founder and CEO Kirk Mooring brings over 20 years of rapid-growth professional and teaching experience in Information Technology, Networking, and Cyber Security. As a Cyber Security professional, Mr. Mooring has expertise in the IT industry, instructing, training, and supporting Thomas Nelson Community College, Tidewater Community College, ECPI University, HyperLearning Technologies, and other state colleges and universities.

Mr. Mooring holds a Master’s degree in Information Security and Assurance in addition to numerous certifications in CISSP, CySA CEH, CFHI, Security+, Network +, MCCT and others. Mr. Mooring has studied and worked with Information Technology in areas such Mobile Device Management, Azure, health management systems and other systems lifecycles.
October is the National Cybersecurity Awareness month sponsored by Cybersecurity Alliance and Department of Homeland Security “DHS”. This year’s theme is “Do Your Part -#BeCyberSmart”.

BlackWater Network Security (BWNS) has been given the opportunity to participate in a Zoom webinar hosted by the Virginia Peninsula Chamber of Commerce (VPCC).

Topics Jeff Felice
- why it is important for end-users to identify the need for security,
- secure their devices
- navigate their evermore virtual connectivity.

Excellent! Our President, Jeff Felice would be happy to present at the Virginia Peninsula Chamber of Commerce webinar! Below is a proposed title and description along with Jeff’s bio and headshot. Let us know if you require any changes.

**Description:** Many companies have moved virtual overnight without the opportunity to safely prepare end-users for remote work. IT and Security teams have reconfigured systems and related policies to better protect your infrastructure and data, but may struggle with less oversight over end-users environments. With phishing attacks on the rise and malware a threat to businesses of all sizes what is the basic awareness your employees need at this time? Join us to learn why it is important for end-users to identify the need for security, secure their devices, and learn to navigate their evermore virtual connectivity. And how organizations that implement cyber awareness compliance programs can reduce incidents by up to 70%.

**Speaker Bio:** As President of CertNexus, Jeff Felice is responsible for advancing the company's mission of closing the emerging technology skills gap. With 25 years of experience within the training and certification industry, serving in general management and practice leadership roles, Jeff combines his passion for professional performance with technology to bring change within global organizations while improving the opportunities for individuals in emerging tech. Jeff also serves on a number of industry committees including the NIST NICE Working Group and the Credential Engine Certification and Licensure Advisory Group. When not working towards improving the lives of others Jeff can be found doing the same for his own as an avid reader and cycling enthusiast.
Ransomware attacks, defense and recovery

Topics Erich Kron

- Ransomware - attacks, defense and recovery
- Phishing – COVID 19
- Social Engineering - Employee education and engagement

- **Abstract:**
  Phishing and social engineering attacks are the number one source of data breaches and spread malware, ransomware and steal money or information. Because it is so lucrative, humans are being attacked by cybercriminals daily using advanced techniques and playbooks. In this session we will discuss how attackers use psychology against us and how we can build defenses against these attacks in order to protect ourselves and our organizations.

ERICH KRON

**Bio:**
Erich Kron, Security Awareness Advocate at KnowBe4, is a veteran information security professional with over 20 years' experience in the medical, aerospace manufacturing and defense fields. He is the former security manager for the US Army’s 2nd Regional Cyber Center-Western Hemisphere and holds CISSP, CISSP-ISSAP, MCITP and ITIL v3 certifications, among others. Erich has worked with information security professionals around the world to provide the tools, training and educational opportunities to succeed in Information Security.